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FIRST CHANGE
[bookmark: _Toc69743755][bookmark: _Toc73524666][bookmark: _Toc73527570][bookmark: _Toc73950246][bookmark: _Toc81492177][bookmark: _Toc81492741][bookmark: _Toc81816502][bookmark: _Toc91154922]5.1.1	Functional Description
The Edge Application Server Discovery Function (EASDF) includes one or more of the following functionalities:
-	Registering to NRF for EASDF discovery and selection.
-	Handling the DNS messages according to the instruction from the SMF, including:
-	Receiving DNS message handling rules and/or BaselineDNSPattern from the SMF.
-	Exchanging DNS messages from the UE.
-	Forwarding DNS messages to C-DNS or L-DNS for DNS Query.
-	Adding EDNS Client Subnet (ECS) option into DNS Query for an FQDN.
-	Reporting to the SMF the information related to the received DNS messages.
-	Buffering/Discarding DNS response messages from the UE or DNS Server.
-	Terminates the DNS security, if used.
The EASDF has direct user plane connectivity (i.e., without any NAT) with the PSA UPF over N6 for the transmission of DNS signalling exchanged with the UE. The deployment of a NAT between EASDF and PSA UPF is not supported.
Multiple EASDF instances may be deployed within a PLMN.
The interactions between 5GC NF(s) and the EASDF take place within a PLMN.
END OF CHANGES
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